
     

 

  

 

 

 

 

SIEMENS EDA 

 
Asserts and SOA Violations in 
Spectre Syntax 

 

 

 



     

 

Unpublished work. © 2023 Siemens 

This software or file (the “Material”) contains trade secrets or otherwise confidential information owned by Siemens Industry 
Software Inc. or its affiliates (collectively, “SISW”), or SISW’s licensors. Access to and use of this information is strictly 
limited as set forth in one or more applicable agreement(s) with SISW. This Material may not be copied, distributed, or 
otherwise disclosed without the express written permission of SISW, and may not be used in any way not expressly 
authorized by SISW. 

Unless otherwise agreed in writing, SISW has no obligation to support or otherwise maintain this Material. No representation 
or other affirmation of fact herein shall be deemed to be a warranty or give rise to any liability of SISW whatsoever. 

SISW reserves the right to make changes in specifications and other information contained herein without prior notice, and 
the reader should, in all cases, consult SISW to determine whether any changes have been made. 

SISW MAKES NO WARRANTY OF ANY KIND WITH REGARD TO THIS MATERIAL INCLUDING, BUT NOT LIMITED TO, 
THE IMPLIED WARRANTIES OF MERCHANTABILITY, FITNESS FOR A PARTICULAR PURPOSE, AND NON-
INFRINGEMENT OF INTELLECTUAL PROPERTY. SISW SHALL NOT BE LIABLE FOR ANY DIRECT, INDIRECT, 
INCIDENTAL, CONSEQUENTIAL OR PUNITIVE DAMAGES, LOST DATA OR PROFITS, EVEN IF SUCH DAMAGES 
WERE FORESEEABLE, ARISING OUT OF OR RELATED TO THIS PUBLICATION OR THE INFORMATION CONTAINED 
IN IT, EVEN IF SISW HAS BEEN ADVISED OF THE POSSIBILITY OF SUCH DAMAGES. 

TRADEMARKS: The trademarks, logos, and service marks (collectively, “Marks”) used herein are the property of Siemens 
AG, SISW, or their affiliates (collectively, “Siemens”) or other parties. No one is permitted to use these Marks without the 
prior written consent of Siemens or the owner of the Marks, as applicable. The use herein of third party Marks is not an 
attempt to indicate Siemens as a source of a product, but is intended to indicate a product from, or associated with, a 
particular third party. A list of Siemens’ Marks may be viewed at: 
www.plm.automation.siemens.com/global/en/legal/trademarks.html 

Support Center: support.sw.siemens.com  
Send Feedback on Documentation: support.sw.siemens.com/doc_feedback_form  

 

 

 

 

 

 

 

 

 

 

 

 

https://splm.sharepoint.com/sites/AMSGSS/Shared%20Documents/MicroLabs/www.plm.automation.siemens.com/global/en/legal/trademarks.html
https://support.sw.siemens.com/
https://support.sw.siemens.com/doc_feedback_form


 

Restricted | © Siemens 2023 | Siemens Digital Industries Software     1 

Outline 
 

Objective .......................................................................................................................................... 1 

Included Files ................................................................................................................................... 1 

Description ....................................................................................................................................... 2 

Directions ......................................................................................................................................... 4 

Conclusion ....................................................................................................................................... 7 

 

Objective 

The objective of this Support Kit is to cover the assert and SOA statements in Spectre syntax when running 
DC and transient analysis. 

By the end of this Support Kit, you should be able to do the following:  

1) Use assert statements with mod, sub, subs, expr, and variable assignment 
2) Use assert options such as checklimitdest, checklimitfile, assertmode, and 

checktotalviolation 
3) Use checklimit to control some assert statements 
4) Report built-in SOA using options such as soa_report and warn 
5) Use asserts with AFS (eXTreme) XT 

Included Files 

You can download the Support Kit data from the Knowledge Base Article (KBA) and extract the tar file as 
follows: 

tar xvf afs_asserts_soa_sk.tar 

cd afs_asserts_soa_sk 

Once extracted, you should see the following files and directories: 
  
File Description 

Answers Answers to the lab questions 

README Step-by-step Instructions to run the lab 

SPECTREINCLUDE  Model file directory 

clean Script to remove all the unwanted files 

input1.scs Spectre Netlist 

input2.scs Spectre Netlist 
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Description 

The Safe Operating Area (SOA) is one of the fundamental specifications for the designers working on 
circuits like power supplies and amplifiers. The SOA ensures that all desired devices and conditions fall 
under the chosen region of operation. In addition, it helps to assess the design of appropriate protection or 
the limitation of device performance. 

The assert statement uses a user-defined range for a certain parameter or expression and generates 
messages when the value of that parameter/expression falls out of the defined SOA range and when it 
returns back to it. Assert statements are only supported for DC and Transient analyses. 

AFS supports assert statements in Spectre syntax to monitor the variation of an expression or a parameter 
of a subcircuit(s), device(s), model(s), or primitive(s). Below, are examples of each: 

 
assert1 assert sub=inv1 expr=”v(in,out)” min=0.4 max=1 level=error message=”violation 1” 
 
assert2 assert dev=idiv.m* expr=”vgs” min=0.4 level=notice message=”violation 2” 
 
assert3 assert mod=nmos expr=”vds<=2.2”  level=warning message=”violation 3” 
 
assert4 assert expr=”i(idiv.m1:2)>1u”  level=warning message=”violation 4” 
 

The destination and the file name to which the assert violations will be written are determined by using the 
simulator options checklimitdest and checklimitfile respectively. If checklimitdest is set to file (default) 
or “both”, then the violations will be written to the AFS log file. 
 

simulatorOptions options checklimitdest=file | psf | both | sqldb   checklimitfile=”filename” 

 
In this example, since the checklimitdest=both, all the assert violations are written to a file called MyChecks 
and to the violations files in the PSF directory: 

 simulatorOptions options checklimitdest=both  checklimitfile=”MyChecks” 
 
 
AFS also supports checklimit statements used to enable/disable assert statements for a certain duration 
during transient or DC. If one assert is enabled, the rest of the assert statements will be disabled by default. 
 
All the assert statements can be enabled/disabled at once using the checklimit option 
checkallasserts=yes|no which can be overridden using the simulator option dochecklimit=0. 
 
In this example, the Assert violations are written to the simulation log file and all the checklimit statements 
in the netlists are disabled: 

 
simulatorOptions options checklimitdest=both dochecklimit=0 
  
My_checklimit checklimit checkallasserts=no 
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It is important to know that assert warnings are different from built-in SOA (safe operating area) warnings 
that come from the SOA device model parameters such as bv_max or vbe_max.  

To save only the built-in SOA violations to a separate file, use the options below. Please note, the SOA 
violations are saved to a file with the following default name:  *.soarp0 

simulatorOptions options soa_report=1  warn=1 

To save both the built-in SOA violations and the Assert violations use the following options: 

simulatorOptions options soa_report=2  warn=1 checklimitdest=both 
checklimitfile=”filename” 

 
 
A detailed summary of the common options used with the SOA rules is listed below: 

 

Options Description 

Built-in SOA  

soa_report Write SOA warnings to a separate .soarpt file 

warn=1 Write all SOA warnings 

Assert 

checklimitdest = 
file|psf|both|sqldb    

Destination for the SOA file 

checklimitfile = filename  SOA file name 

assertflag=0 Disable processing of all asserts and checklimit statement 

assertmode=1 Provide more info to the soa file such as peak, average. etc. 

checktotalviolation=1 
Reports the total violation duration for the enabled assert 
statements. 

checklimit 

checkallasserts 
Analysis option that switches off all the assert statements. 
Can be overridden by the simulator option dochecklimit. 

dochecklimit=0 
Disable all checklimit statements in the netlist, overriding the 
checkallasserts=yes option for the checklimit statement in 
the netlist. 

 
 

Please note, by default, AFS XT disables all the assert statements. To enable asserts, use the simulator 
option assertflag=1 or set this option in the afs configuration file, .afscfg: 
  
 afs.option.assertflag=1 
 
To set this flag in ADE, select: 
 Simulation → Options → Analog → Check → Enable asserts in eXTreme mode 
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Directions 
In this Support Kit, you will get hands-on experience in using assert statements and reporting the Safe 

Operating Area (SOA) on the command line using Spectre syntax. 

Exercise 1 

In this exercise, assert statements are set on model parameters and subcircuits. 

1. Open the netlist “input1.scs” using your preferred editor and get familiar with the assert 
statements. 

 

- What is the difference between the 2 assert statements? 
 

- What simulator options were used for the assert statements and the built-in SOA? 
 

2. Run the simulation: 

afs input1.scs -f psfbin -o out1 

3. Open the file “out1.soarpt0” using your preferred editor. 
 
- What instances and parameters were violated at 34.8ps? 
 

4. Open the file “assert_file1” using your preferred editor. 
 

- Are there assert violations in DC and Transient? 
 

- What instance(s) generated a violation warning at time=8e-15? 
 

5. There are two violations files (dcViolations.violations and tranViolations.violations) that get 
generated in the output directory and report all the assert warnings for transient and DC. These files 
can also be viewed, sorted, and saved as a .csv file from EZwave. 

ezwave out1 & 
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6. Close EZwave and all the open files 
 

7. Remove the results files using the command below: 

./clean 
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Exercise 2 

In this exercise, circuit expressions and variable assignments asserts are examined. In addition, Checklimit 
statement is used to disable one assert statement. 

1. Open the netlist “input2.scs” using your preferred editor and get familiar with the assert 
statements. 

 

2. Run the simulation: 

afs input2.scs -f psfbin -o out2 

- Did the simulation run successfully? Why? 
 

3. Modify the netlist, input2.scs, and change the first assert statement, level=error to level=warning.  
 

4. Save the changes and re-run the simulation. 
 

5. Open the file “out2.soarpt0” using your preferred editor. 
 
- Does the file include SOA Violations and Assert Violations? Why? 

 
6. Modify the netlist, input2.scs and uncomment the simulator option “checktotalviolation=1” on 

line number 193 and save the changes. 
 

7. Re-run the simulation and review the file “out2.soarpt0”. 
 

- What are the total times for all the assert violations? 
 
Hint: look at the bottom of the file. 
 

8. In the netlist “input2.scs”, uncomment line number 207 and save the changes. 

assert_control checklimit disable=assert_cir_expr 

9. Re-run the simulation and reload the file “out2.soarpt0”. 
 
- What has changed in the assert violations section? 

 
10. Close all the open files and remove all the results files using the command below: 

./clean 
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Exercise 3 

In this exercise, an assert statement is used with AFS XT (eXTreme). 

1. Open the netlist “input2.scs” using your preferred editor and get familiar with the assert 
statements. 

 

2. Run the simulation. 

afs input2.scs -f psfbin -o out3 --xt green 

- Is the file “assert_file2” created in the working directory? Why? 
 

3. In the netlist “input2.scs”, uncomment the simulator option “assertflag=1” in line number 193.  
 

4. Save the changes and re-run the simulation 
 

- Are the assert statements used? Why? 
 

5. Remove all the results files using the command below: 

./clean 

 

Conclusion 

In this Support Kit, we covered the following: 

1) Using assert statements with mod, sub, subs, expr, and variable assignment 
2) Using different assert options such as checklimitdest, checklimitfile, assertmode, and 

checktotalviolation 
3) Using checklimit to control some assert statements 
4) Reporting built-in SOA using options such as soa_report and warn 
5) Using asserts with AFS (eXTreme) XT 


